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Tufin Deployment Packages 

Managing a secure network is a complex, resource-intensive operation that can keep your 
security team from focusing on more strategic initiatives and projects. With robust change 
management, proactive risk mitigation, process automation, and full audit trails, Tufin 
solutions can reduce risk while increasing speed and agility in security policy management. 
Tufin’s Professional Services team is here to make sure you’re getting the most out of your 
Tufin investment as quickly and easily as possible.

We bring a specialized skillset to ensure success, even for customers with complex  
multi-vendor, multi-cloud environments. Each engagement ensures accuracy and security 
across your enterprise while training team members to extract maximum value following 
implementation.

Deployment Packages  

Deployment Packages are our easy-to-consume services for the deployment of your Tufin 
solution. They’re purchased in a building-block approach, in which you choose your base 
deployment service package for your subscription level, add workflows and custom security 
policies, as needed. Then you can select the extension and enrichment integrations you 
need assistance with to maximize your ROI. These deployment packages are available for 
purchase using standard SKUs, and alternatively, can be bundled into a broader custom 
Statement of Work to accommodate the full capabilities of Tufin Professional Services.

We will assist with all aspects of implementation, from installation to configuration and 
integration. The scope of the service package is determined by you and the size and 
complexity of your environment.

Throughout the implementation process, we work with stakeholders across your 
organization to ensure your Tufin solution is optimized to meet your goals. During our 
services engagement, we will deliver the following:

“I WISH ALL VENDORS 
WERE THIS HANDS-ON 
WITH SUPPORT.”

— Transportation Company

Analyze your environment, 
processes, needs, challenges and 
expectations

Generate a custom deployment 
and configuration plan

Deploy and configure the Tufin 
components

Integrate with your existing 
environment and third-party 
applications/platforms

Define and configure reports

Configure Tufin for compliance 
monitoring and audit reporting 
specific to your requirements

Perform knowledge transfer  
and training
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“OUR ASSIGNED ENGINEER REALLY TOOK THE TIME TO UNDERSTAND OUR 
REQUIREMENTS AND WENT OUT OF HIS WAY TO MAKE SURE THAT THEY WERE MET.”

— Financial Institution

Design your deployment package
BASE PACKAGE + ADD-ONS + EXTENSIONS 

Choose Your Base Package (Required) 

 y Installation of Tufin Orchestration 
Suite

 - Distributed Architecture,  
as needed

 y Integration into customer’s 
network environment, 
authentication, etc.

 y Deployment of TOS Features:

 - 20 firewall units
 - 50 routers
 - 1 Best Practices Unified 

Security Policy
 - 1 Workflow

 y TOS report configuration and 
testing

 y Project management

 y Knowledge transfer

 y Installation of Tufin Orchestration 
Suite

 - Distributed Architecture,  
as needed

 y Integration into customer’s 
network environment, 
authentication, etc.

 y Deployment of TOS Features:

 - 20 firewall units
 - 50 routers
 - 1 Unified Security Policy
 - 3 Workflows

 y TOS report configuration and 
testing 

 y Project management

 y Knowledge transfer

 y Installation of Tufin Orchestration 
Suite

 - High availability / Disaster 
recovery 

 - Distributed Architecture,  
as needed

 y Integration into customer’s network 
environment, authentication, etc.

 y Deployment of TOS Features:

 - 20 firewall units
 - 50 routers
 - 1 Unified Security Policy
 - 5 Workflows
 - SecureApp coverage for 2 

applications
 - SecureCloud onboarding 

 y TOS report configuration and testing 

 y Project management

 y Knowledge transfer

Add-ons

Tailor your deployment package to your environment. Select the device packs you need to cover your environment, 
and select optional workflow and Unified Security Policy (USP) services to address your specific use cases. 

Add Coverage for More 
Firewall Units 

 y Additional 20 firewall devices 
 y Additional 50 routers (for visibility plus topology, if applicable)

Add Coverage for More 
Cloud VMs

 y Deployment of Cloud Devices, per 100 cloud VMs

Add a SecureChange 
Workflow

 y Consulting and configuration assistance for an additional 
SecureChange Workflow

Add a Customized Unified 
Security Policy 

 y Configuration assistance and consulting for a compliance 
framework or custom Unified Security Policy 

http://www.tufin.com
http://www.tufin.com
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Extensions   

Select the extension applications that allow you to streamline and improve the accuracy of  
Tufin-related operations. Each service includes consulting, design, configuration and testing assistance. 

Selecting an ITSM or ServiceNow workflow integration service entitles you to the following:

Integration Service

 y For REST API integration only (Note - some versions of 
these ITSMs don’t use REST) 

 y 5 outbound integration points are included, for  
1 or 2 workflows 

 y SecureChange+ Workflow add-on should be purchased if 
design and configuration of SecureChange+ is not already 
complete 

 y Customer must be prepared (and staffed) to develop the 
ITSM side of this integration 

Workflow Integrator (WFI) 

 y ServiceNow

 y Remedy

 y JIRA

 y CA Service Desk 

What you need to know

The following are extension services, which will help you maximize the value of your solution. 
If you choose more than one of the VMA, VCA or ISPA extensions, that quantity will be 
reflected as a number of extenstions on your quote.

Extension Service

 y Includes integration with one supported vulnerability platform

 y If utilizing SecureChange+ or Enterprise, this service will provide 
an integration based upon a Server Decommission and/or 
Group Modify workflows deployed through the Base Package 
or Add-On. 

 y Unified Security Policy is required and should be deployed 
through the Base Package or Add-On. 

Vulnerability Mitigation App (VMA)  

What you need to know

 y Integration with one of the supported IPAM platforms 

 y Unified Security Policy is required and should be deployed 
through the Base Package or Add-On.

IPAM Security Policy App (ISPA) 

 y Integration with one supported vulnerability platforms 

 y Includes configuration and integration into up to 2 
SecureChange workflows.  

 y The related SecureChange Workflows will be designed through 
the Base Package or Add-On.

Vulnerability-Based Change 
Automation App (VCA) 

 y InfoBlox

 y efficentIP

 y BlueCat

 y phpIPAM

 y IPControl 

 y Qualys

 y Rapid7

 y Tenable

 y Qualys

 y Rapid7

 y Tenable

 y Installation and integration with your Tufin solution

 y Configuration of rule certification and expiration

 y Ownership assignment consultation and import of  
customer-provided data

Rule Lifecycle Management (RLM)

http://www.tufin.com
http://www.tufin.com


Copyright © All rights reserved. Tufin, Unified Security Policy, Tufin Orchestration Suite and Tufin logo are trademarks of Tufin. All other product names mentioned herein are trademarks 
or registered trademarks of their respective owners. You may not copy, reproduce, photograph, translate, transmit ,make available to the public, make derivative works, perform in public, 
rent , broadcast or make any commercial use of the publication in full and / or in part without prior written approval. DP20221130

www.tufin.com

“THE DEPLOYMENT 
SERVICE SAVED US 
VALUABLE SETUP TIME 
AND COSTS,  
AND WE WERE ABLE 
TO SHOW BENEFITS TO 
MANAGEMENT FASTER.”

— Defense Company 

Why Tufin Professional Services
Industry Technical Expertise

Get leading-edge guidance from some of the most experienced advisors in the 
industry. We focus on internal education and continuous knowledge sharing to help 
you take advantage of the latest innovations in Tufin’s software and relevant areas of 
networking, infrastructure, security, compliance, cloud and automation. 

Insider Experience

With close ties to the other essential functions within Tufin, we provide an “insider” 
experience to our customers.  We work closely with R&D, Product Management, 
Support, Customer Success and other functions on a constant basis.  So, we can 
respond quickly to provide answers, updates on future direction, and assistance 
solving unique situations.

Broadest Industry and Geography Experience

Our experience spans all industries and geographies, allowing us to bring the right 
guidance to your business. We understand your unique obligations to your business 
and your regulators.

Optimized for Tufin

We have more than 15 years’ experience helping customers define and implement 
best practices for policy management. This experience translates into a vast set of 
processes, templates and tools optimized to streamline the delivery of Tufin-related 
services. 

Integrations and Extensions Supported by Tufin

We’re known for our unmatched flexibility and extensibility. We can integrate or 
extend Tufin  solutions when your requirements cannot be met with “out of the box” 
features. Customized solutions are delivered in a manner consistent with Tufin’s quality 
standards and architectural requirements. And these solutions are supported by the 
Tufin Support team, ensuring a seamless experience for off-the-shelf and custom 
solutions.

Your Results are Our Results

Tufin’s delivery approach centers around knowledge transfer, workshops, 
demonstrations, testing, and hands-on activities to quickly realize value from your Tufin 
investment and prepare you for long-term success.

“THE TEAM WAS VERY 
KNOWLEDGEABLE AND 
PROFESSIONAL.”

— National Retail Company

Contact us for more information

+1-877-270-7711

www.tufin.com/contact-us

https://www.facebook.com/Tufintech
https://twitter.com/tufintech
https://www.linkedin.com/company/tufin-technologies
https://www.youtube.com/user/Tufintech

